1. Начинаем с трудной задачи ![P](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA8AAAAOBAMAAAACpFvcAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAGJJREFUCB1jYGB4+2f33lsMQMD1k4Fh/gIgg+8HAwN/AZDBewDIuABksG1gYIh/AGT4GzAwXALSDPYODN03QIz6dw9FQTRDLphkYGD5B2Uw/4Iy2BOgDDaQWUDAff+0A4gGAMbIFtgNFVe5AAAAAElFTkSuQmCC). Она должна решаться сложно в смысле теории: не должно быть алгоритма, с помощью которого можно было бы перебрать все варианты решения задачи ![P](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA8AAAAOBAMAAAACpFvcAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAGJJREFUCB1jYGB4+2f33lsMQMD1k4Fh/gIgg+8HAwN/AZDBewDIuABksG1gYIh/AGT4GzAwXALSDPYODN03QIz6dw9FQTRDLphkYGD5B2Uw/4Iy2BOgDDaQWUDAff+0A4gGAMbIFtgNFVe5AAAAAElFTkSuQmCC)за [полиномиальное время](http://ru.wikipedia.org/wiki/%D0%9F%D0%BE%D0%BB%D0%B8%D0%BD%D0%BE%D0%BC%D0%B8%D0%B0%D0%BB%D1%8C%D0%BD%D1%8B%D0%B9_%D0%B0%D0%BB%D0%B3%D0%BE%D1%80%D0%B8%D1%82%D0%BC) относительно размера задачи. Более правильно сказать: не должно быть *известного* полиномиального алгоритма, решающего данную задачу — так как ни для одной задачи ещё пока не доказано, что для неё подходящего алгоритма нет в принципе.
2. Можно выделить легкую подзадачу ![P'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAARBAMAAADNtor0AAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAHJJREFUCB1jYIACVgcYi4FNAM5cDxJ9+2f33lsMsiBBrp8MDPMXHAUx+X4wMPCXHAAxeYEk/2UDEJNtAwND/CsQi8EfKHAJzGKwd2DovgFh1r97KAphMeRCaQYGln9wJvMvOJM9Ac5kuwBjct8/7QBhAwAgPxoF3lcu+QAAAABJRU5ErkJggg==)из ![P](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA8AAAAOBAMAAAACpFvcAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAGJJREFUCB1jYGB4+2f33lsMQMD1k4Fh/gIgg+8HAwN/AZDBewDIuABksG1gYIh/AGT4GzAwXALSDPYODN03QIz6dw9FQTRDLphkYGD5B2Uw/4Iy2BOgDDaQWUDAff+0A4gGAMbIFtgNFVe5AAAAAElFTkSuQmCC). Она должна решаться за полиномиальное время и лучше, если за линейное.
3. «Перетасовываем и взбалтываем» ![P'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAARBAMAAADNtor0AAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAHJJREFUCB1jYIACVgcYi4FNAM5cDxJ9+2f33lsMsiBBrp8MDPMXHAUx+X4wMPCXHAAxeYEk/2UDEJNtAwND/CsQi8EfKHAJzGKwd2DovgFh1r97KAphMeRCaQYGln9wJvMvOJM9Ac5kuwBjct8/7QBhAwAgPxoF3lcu+QAAAABJRU5ErkJggg==), чтобы получить задачу ![P''](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAARBAMAAADEXSqOAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAIJJREFUCB1jYIACVgdWBxibgU2ATQDOWe+wHiTz9s/uvbcYZIEQCLh+MjDMX3CU4SiIw/eDgYG/5ADLARCHF0jyXzZgNgBx2DYwMMS/YuACsRn8gUKXwCwgYe/A0H0Dxql/91AUxmbIhbMYGFj+IXGYfyFx2BOQOGwXEBzu+6cdYDwAIIkdMovPbe8AAAAASUVORK5CYII=), совершенно не похожую на первоначальную. Задача ![P''](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAARBAMAAADEXSqOAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAIJJREFUCB1jYIACVgdWBxibgU2ATQDOWe+wHiTz9s/uvbcYZIEQCLh+MjDMX3CU4SiIw/eDgYG/5ADLARCHF0jyXzZgNgBx2DYwMMS/YuACsRn8gUKXwCwgYe/A0H0Dxql/91AUxmbIhbMYGFj+IXGYfyFx2BOQOGwXEBzu+6cdYDwAIIkdMovPbe8AAAAASUVORK5CYII=)должна по крайней мере выглядеть как оригинальная труднорешаемая задача ![P](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA8AAAAOBAMAAAACpFvcAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAGJJREFUCB1jYGB4+2f33lsMQMD1k4Fh/gIgg+8HAwN/AZDBewDIuABksG1gYIh/AGT4GzAwXALSDPYODN03QIz6dw9FQTRDLphkYGD5B2Uw/4Iy2BOgDDaQWUDAff+0A4gGAMbIFtgNFVe5AAAAAElFTkSuQmCC).
4. ![P''](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAARBAMAAADEXSqOAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAIJJREFUCB1jYIACVgdWBxibgU2ATQDOWe+wHiTz9s/uvbcYZIEQCLh+MjDMX3CU4SiIw/eDgYG/5ADLARCHF0jyXzZgNgBx2DYwMMS/YuACsRn8gUKXwCwgYe/A0H0Dxql/91AUxmbIhbMYGFj+IXGYfyFx2BOQOGwXEBzu+6cdYDwAIIkdMovPbe8AAAAASUVORK5CYII=)открывается с описанием, как она может быть использована в роли ключа зашифрования. Как из ![P''](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAARBAMAAADEXSqOAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAIJJREFUCB1jYIACVgdWBxibgU2ATQDOWe+wHiTz9s/uvbcYZIEQCLh+MjDMX3CU4SiIw/eDgYG/5ADLARCHF0jyXzZgNgBx2DYwMMS/YuACsRn8gUKXwCwgYe/A0H0Dxql/91AUxmbIhbMYGFj+IXGYfyFx2BOQOGwXEBzu+6cdYDwAIIkdMovPbe8AAAAASUVORK5CYII=)получить ![P'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAARBAMAAADNtor0AAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAHJJREFUCB1jYIACVgcYi4FNAM5cDxJ9+2f33lsMsiBBrp8MDPMXHAUx+X4wMPCXHAAxeYEk/2UDEJNtAwND/CsQi8EfKHAJzGKwd2DovgFh1r97KAphMeRCaQYGln9wJvMvOJM9Ac5kuwBjct8/7QBhAwAgPxoF3lcu+QAAAABJRU5ErkJggg==), держится в секрете как секретная лазейка.
5. Криптосистема организована так, что алгоритмы расшифрования для легального пользователя и криптоаналитика существенно различны. В то время как второй решает ![P''](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABcAAAARBAMAAADEXSqOAAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAIJJREFUCB1jYIACVgdWBxibgU2ATQDOWe+wHiTz9s/uvbcYZIEQCLh+MjDMX3CU4SiIw/eDgYG/5ADLARCHF0jyXzZgNgBx2DYwMMS/YuACsRn8gUKXwCwgYe/A0H0Dxql/91AUxmbIhbMYGFj+IXGYfyFx2BOQOGwXEBzu+6cdYDwAIIkdMovPbe8AAAAASUVORK5CYII=)-задачу, первый использует секретную лазейку и решает ![P'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABMAAAARBAMAAADNtor0AAAAMFBMVEX///9QUFAWFhZ0dHTMzMyenp4EBAQwMDDm5uaKioq2trZAQEAMDAwiIiJiYmIAAAA3YukbAAAAAXRSTlMAQObYZgAAAHJJREFUCB1jYIACVgcYi4FNAM5cDxJ9+2f33lsMsiBBrp8MDPMXHAUx+X4wMPCXHAAxeYEk/2UDEJNtAwND/CsQi8EfKHAJzGKwd2DovgFh1r97KAphMeRCaQYGln9wJvMvOJM9Ac5kuwBjct8/7QBhAwAgPxoF3lcu+QAAAABJRU5ErkJggg==)-задачу

Пусть ![K](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAAOBAMAAADQ9FGEAAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAHNJREFUCB1jYGB4+2cXA9f5mwwMDJw/GBjYU4EMBr7vDAxTQAwGXgMGjgVgFv8GhqdgBsP8htoCCOt9ZT5EkiG5iz8BInY4gBuoGwhYvzCwfgKzWL4yMMiAWWwHGBj6G0BMngQGBv4LQAb3fesC9vxvExgAsXYbjyclau8AAAAASUVORK5CYII=) — пространство ключей, а ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX////MzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAAAxgQZnAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOA9vYqBgWElAwcDA3sCwx0GBlbv3QYMDHxAzMCgdwFE8hUw8AowcCxgqAZyunZdYAAA/HYJwBQ7cVcAAAAASUVORK5CYII=)и ![d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAOBAMAAAALT/umAAAAKlBMVEX///8MDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAADsB6vSAAAAAXRSTlMAQObYZgAAAFVJREFUCB1jYGBg4NkLJIBgJYSaBaFugCmOC0CK43jWBCBVyuC7gIGB+QoDbwMDA2sAQy9QjDcBrM3XgGEWEwODrwLTDXYGBkYDrkvGQJXHk1YlMAAAo7wQIVm5T90AAAAASUVORK5CYII=) — ключи шифрования и расшифрования соответственно. ![E_e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAARBAMAAADAqPqzAAAAMFBMVEX///+Kiop0dHQEBAQwMDBQUFAWFhbm5ubMzMyenp62trZAQEAMDAwiIiJiYmIAAAB2Iha0AAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+2f37vsfGMCA6ycDA8cBCJvvO5DeAGHzJgDpBxA2fwCQ1QBhr5/ADlXBwPDe2x+qgoHhGgPfAogKBgZrBiYGDgiH4yMDOwMfhM0EMn4mhM1iAKQdGN7pASlmBwYGlgcsCtwMDNz3T+/e+7+gX0kdogxIysJZDAxtQINhgO/RCwYA6yIfWhXLtwMAAAAASUVORK5CYII=) — функция шифрования для произвольного ключа ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX////MzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAAAxgQZnAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOA9vYqBgWElAwcDA3sCwx0GBlbv3QYMDHxAzMCgdwFE8hUw8AowcCxgqAZyunZdYAAA/HYJwBQ7cVcAAAAASUVORK5CYII=)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)*![K](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAAOBAMAAADQ9FGEAAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAHNJREFUCB1jYGB4+2cXA9f5mwwMDJw/GBjYU4EMBr7vDAxTQAwGXgMGjgVgFv8GhqdgBsP8htoCCOt9ZT5EkiG5iz8BInY4gBuoGwhYvzCwfgKzWL4yMMiAWWwHGBj6G0BMngQGBv4LQAb3fesC9vxvExgAsXYbjyclau8AAAAASUVORK5CYII=), такая что:*

![E_e(m)=c](data:image/png;base64,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)

Здесь ![c](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAAJ1BMVEX///+KiooiIiJQUFC2trbm5uYWFhaenp50dHRiYmJAQEDMzMwAAACXiD10AAAAAXRSTlMAQObYZgAAADhJREFUCB1jYOBe2cHAwFAW4FPAwH2aYTMDA5MCkM8Q0wAifRxAZMwGBu4NDEwCDJ4MDKwrOwsYAAoPCZu+u12kAAAAAElFTkSuQmCC)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)![C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAAOBAMAAADtZjDiAAAAMFBMVEX///+KiooWFhZ0dHQMDAxiYmKenp4EBATMzMwiIiLm5uZQUFAwMDBAQEC2trYAAADRFB4oAAAAAXRSTlMAQObYZgAAAGNJREFUCB1jYGDgu3N3Fy8DA9fJBoa1pxkY2jcAhb4xcNUyAMEHBs4CEH2A4X0AiH7AcH4BiGZgKIFQDD9BNBcDwx8QvZiBYRKIjmJgkG9gYGBLYGDg9mBgMAOJZZ7duoCBAQB4gBXufrB7NQAAAABJRU5ErkJggg==), где ![C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAAOBAMAAADtZjDiAAAAMFBMVEX///+KiooWFhZ0dHQMDAxiYmKenp4EBATMzMwiIiLm5uZQUFAwMDBAQEC2trYAAADRFB4oAAAAAXRSTlMAQObYZgAAAGNJREFUCB1jYGDgu3N3Fy8DA9fJBoa1pxkY2jcAhb4xcNUyAMEHBs4CEH2A4X0AiH7AcH4BiGZgKIFQDD9BNBcDwx8QvZiBYRKIjmJgkG9gYGBLYGDg9mBgMAOJZZ7duoCBAQB4gBXufrB7NQAAAABJRU5ErkJggg==) — пространство шифротекстов, а ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///9QUFAMDAyenp4WFha2trZAQEAEBATMzMzm5uYiIiJ0dHQwMDBiYmKKiooAAAADcXHIAAAAAXRSTlMAQObYZgAAAGBJREFUCB1j4LvDt3dl754HDAzc7CcYcjawfmBgeMH/gOEIA4g1wZ6BQZuB14GBgUGKgfMHA4sAkOXLwFfAML9hAgPDVwa2AwyXOB4wMH9gYNrAcJAXaMoBBvYJDDFXGQCaWhhuOtJdRAAAAABJRU5ErkJggg==)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)![M](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAAOBAMAAAAyKEr9AAAAMFBMVEX///8EBAS2trZQUFCenp5iYmKKiorm5uYiIiLMzMxAQEAWFhYMDAwwMDB0dHQAAAAQatRoAAAAAXRSTlMAQObYZgAAAIxJREFUCB1jYGB4+4cBCN7vmgAkOfuBBPv6ApAIXz5QhG8NiMnAWu/AwOB5CsLmf8DAkP4NzC7jMWBgY/kOZqdzXGCYxCwAZgdwbWB4wH0BwmYVYCkA6QGa/IDtQxmDP9BcBga2CUw/HzAYgpgMrAzsXxUY9oLZXAwMnxkY/oHYXOdvMjSwr/69gIEBALWNIiA1ebeNAAAAAElFTkSuQmCC), где ![M](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAAOBAMAAAAyKEr9AAAAMFBMVEX///8EBAS2trZQUFCenp5iYmKKiorm5uYiIiLMzMxAQEAWFhYMDAwwMDB0dHQAAAAQatRoAAAAAXRSTlMAQObYZgAAAIxJREFUCB1jYGB4+4cBCN7vmgAkOfuBBPv6ApAIXz5QhG8NiMnAWu/AwOB5CsLmf8DAkP4NzC7jMWBgY/kOZqdzXGCYxCwAZgdwbWB4wH0BwmYVYCkA6QGa/IDtQxmDP9BcBga2CUw/HzAYgpgMrAzsXxUY9oLZXAwMnxkY/oHYXOdvMjSwr/69gIEBALWNIiA1ebeNAAAAAElFTkSuQmCC) — пространство сообщений.

![D_d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABgAAAARBAMAAAA1VnEDAAAAMFBMVEX///90dHQwMDAEBATm5uZQUFDMzMyenp62traKiooWFhZAQEAMDAwiIiJiYmIAAAAFYLcWAAAAAXRSTlMAQObYZgAAAJVJREFUCB1jYGB4+2f33pUMUMDxnYEhJwDK4fvCwMD+DcrhPQBkfIVymDcAGYegnPwJQMZfKEfegYGB5TeUowOkOX9COdZAmukDAwMj0FQ2kKA/0B62AxABhj1AAT6gqUxAAU4zBoa4V0BTmRUYGKIcGLgF+IHE/dO7lYBi+QxdQKVQIMvw1AHGZpjEsFwAzuGWezoBAHdFIr0gs5W8AAAAAElFTkSuQmCC) — функция расшифрования, с помощью которой можно найти исходное сообщение ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///9QUFAMDAyenp4WFha2trZAQEAEBATMzMzm5uYiIiJ0dHQwMDBiYmKKiooAAAADcXHIAAAAAXRSTlMAQObYZgAAAGBJREFUCB1j4LvDt3dl754HDAzc7CcYcjawfmBgeMH/gOEIA4g1wZ6BQZuB14GBgUGKgfMHA4sAkOXLwFfAML9hAgPDVwa2AwyXOB4wMH9gYNrAcJAXaMoBBvYJDDFXGQCaWhhuOtJdRAAAAABJRU5ErkJggg==), зная шифротекст ![c](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAAJ1BMVEX///+KiooiIiJQUFC2trbm5uYWFhaenp50dHRiYmJAQEDMzMwAAACXiD10AAAAAXRSTlMAQObYZgAAADhJREFUCB1jYOBe2cHAwFAW4FPAwH2aYTMDA5MCkM8Q0wAifRxAZMwGBu4NDEwCDJ4MDKwrOwsYAAoPCZu+u12kAAAAAElFTkSuQmCC) :

![D_d(c)=m](data:image/png;base64,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)

{![E_e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAARBAMAAADAqPqzAAAAMFBMVEX///+Kiop0dHQEBAQwMDBQUFAWFhbm5ubMzMyenp62trZAQEAMDAwiIiJiYmIAAAB2Iha0AAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+2f37vsfGMCA6ycDA8cBCJvvO5DeAGHzJgDpBxA2fwCQ1QBhr5/ADlXBwPDe2x+qgoHhGgPfAogKBgZrBiYGDgiH4yMDOwMfhM0EMn4mhM1iAKQdGN7pASlmBwYGlgcsCtwMDNz3T+/e+7+gX0kdogxIysJZDAxtQINhgO/RCwYA6yIfWhXLtwMAAAAASUVORK5CYII=): ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX////MzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAAAxgQZnAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOA9vYqBgWElAwcDA3sCwx0GBlbv3QYMDHxAzMCgdwFE8hUw8AowcCxgqAZyunZdYAAA/HYJwBQ7cVcAAAAASUVORK5CYII=)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)*![K](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAAOBAMAAADQ9FGEAAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAHNJREFUCB1jYGB4+2cXA9f5mwwMDJw/GBjYU4EMBr7vDAxTQAwGXgMGjgVgFv8GhqdgBsP8htoCCOt9ZT5EkiG5iz8BInY4gBuoGwhYvzCwfgKzWL4yMMiAWWwHGBj6G0BMngQGBv4LQAb3fesC9vxvExgAsXYbjyclau8AAAAASUVORK5CYII=)*} — набор шифрования, а {![D_d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABgAAAARBAMAAAA1VnEDAAAAMFBMVEX///90dHQwMDAEBATm5uZQUFDMzMyenp62traKiooWFhZAQEAMDAwiIiJiYmIAAAAFYLcWAAAAAXRSTlMAQObYZgAAAJVJREFUCB1jYGB4+2f33pUMUMDxnYEhJwDK4fvCwMD+DcrhPQBkfIVymDcAGYegnPwJQMZfKEfegYGB5TeUowOkOX9COdZAmukDAwMj0FQ2kKA/0B62AxABhj1AAT6gqUxAAU4zBoa4V0BTmRUYGKIcGLgF+IHE/dO7lYBi+QxdQKVQIMvw1AHGZpjEsFwAzuGWezoBAHdFIr0gs5W8AAAAAElFTkSuQmCC): ![d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAOBAMAAAALT/umAAAAKlBMVEX///8MDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAADsB6vSAAAAAXRSTlMAQObYZgAAAFVJREFUCB1jYGBg4NkLJIBgJYSaBaFugCmOC0CK43jWBCBVyuC7gIGB+QoDbwMDA2sAQy9QjDcBrM3XgGEWEwODrwLTDXYGBkYDrkvGQJXHk1YlMAAAo7wQIVm5T90AAAAASUVORK5CYII=)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)*![K](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAAOBAMAAADQ9FGEAAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAHNJREFUCB1jYGB4+2cXA9f5mwwMDJw/GBjYU4EMBr7vDAxTQAwGXgMGjgVgFv8GhqdgBsP8htoCCOt9ZT5EkiG5iz8BInY4gBuoGwhYvzCwfgKzWL4yMMiAWWwHGBj6G0BMngQGBv4LQAb3fesC9vxvExgAsXYbjyclau8AAAAASUVORK5CYII=)*} — соответствующий набор для расшифрования. Каждая пара ![(E, D)](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADYAAAAVBAMAAAD/UwB2AAAAMFBMVEX///9AQEB0dHS2trYMDAwEBASKiooWFhYiIiIwMDCenp5iYmLMzMxQUFDm5uYAAAAgETWjAAAAAXRSTlMAQObYZgAAATpJREFUKBVtkb1Kw3AUxU+/pDE1aXVpEaTgA1ifwPoAgo5uWZwtuEsHoSBCO6iLg3kDFR/ADDo42QewEEcnFxFUqv5uIiFDD5x7fvfef76IJE+zlE6fZ61U7DB2QzzcbDR/0zPGg0BaoX200UYo3RsguLYlvYIn1t/FUsEAGV9FKnCkZ/0AuwboCPtjlfpyx9ZP2dQM0A4uj6RtVQOw9KUXIlHtg/D70rEqEeh+tr6JRMUf4q0uLcuPwWpPt8mC4nQp+4E0kQ+pUldbkVHC0iVwk+6eAsW6TlaC5U3TXUysUeZDABkXusBE5Q5xhh1sOsV7EWVRTkDs4gvpwW4LLxySOlCRt22+NxpDXv2pm3Dr3FZ8u0efqZ0Rz+eipVwf5NiJ0n/xP/LC3G4dnmtnAzcjYGTNan6SsRvrD6lhQsFDcCmxAAAAAElFTkSuQmCC)имеет свойство: зная ![E_e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAARBAMAAADAqPqzAAAAMFBMVEX///+Kiop0dHQEBAQwMDBQUFAWFhbm5ubMzMyenp62trZAQEAMDAwiIiJiYmIAAAB2Iha0AAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+2f37vsfGMCA6ycDA8cBCJvvO5DeAGHzJgDpBxA2fwCQ1QBhr5/ADlXBwPDe2x+qgoHhGgPfAogKBgZrBiYGDgiH4yMDOwMfhM0EMn4mhM1iAKQdGN7pASlmBwYGlgcsCtwMDNz3T+/e+7+gX0kdogxIysJZDAxtQINhgO/RCwYA6yIfWhXLtwMAAAAASUVORK5CYII=), невозможно решить уравнение ![E_e(m)=c](data:image/png;base64,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), то есть для данного произвольного шифротекста ![c](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAAJ1BMVEX///+KiooiIiJQUFC2trbm5uYWFhaenp50dHRiYmJAQEDMzMwAAACXiD10AAAAAXRSTlMAQObYZgAAADhJREFUCB1jYOBe2cHAwFAW4FPAwH2aYTMDA5MCkM8Q0wAifRxAZMwGBu4NDEwCDJ4MDKwrOwsYAAoPCZu+u12kAAAAAElFTkSuQmCC)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)![C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAAOBAMAAADtZjDiAAAAMFBMVEX///+KiooWFhZ0dHQMDAxiYmKenp4EBATMzMwiIiLm5uZQUFAwMDBAQEC2trYAAADRFB4oAAAAAXRSTlMAQObYZgAAAGNJREFUCB1jYGDgu3N3Fy8DA9fJBoa1pxkY2jcAhb4xcNUyAMEHBs4CEH2A4X0AiH7AcH4BiGZgKIFQDD9BNBcDwx8QvZiBYRKIjmJgkG9gYGBLYGDg9mBgMAOJZZ7duoCBAQB4gBXufrB7NQAAAABJRU5ErkJggg==), невозможно найти сообщение ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///9QUFAMDAyenp4WFha2trZAQEAEBATMzMzm5uYiIiJ0dHQwMDBiYmKKiooAAAADcXHIAAAAAXRSTlMAQObYZgAAAGBJREFUCB1j4LvDt3dl754HDAzc7CcYcjawfmBgeMH/gOEIA4g1wZ6BQZuB14GBgUGKgfMHA4sAkOXLwFfAML9hAgPDVwa2AwyXOB4wMH9gYNrAcJAXaMoBBvYJDDFXGQCaWhhuOtJdRAAAAABJRU5ErkJggg==)![\in](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAMBAMAAABGh1qtAAAAKlBMVEX///9iYmJ0dHQiIiIMDAzm5ua2trZAQEDMzMxQUFAWFhYwMDCKiooAAADMSk8DAAAAAXRSTlMAQObYZgAAAD1JREFUCB1jYGA4vWrVBAaGrjIGIGB1A5EM3AfAFAuYZEjuAIIAhpTdQKDAwAwR5E4A06wrINwuCQgNMgwAkk8PecNDF10AAAAASUVORK5CYII=)![M](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAAOBAMAAAAyKEr9AAAAMFBMVEX///8EBAS2trZQUFCenp5iYmKKiorm5uYiIiLMzMxAQEAWFhYMDAwwMDB0dHQAAAAQatRoAAAAAXRSTlMAQObYZgAAAIxJREFUCB1jYGB4+4cBCN7vmgAkOfuBBPv6ApAIXz5QhG8NiMnAWu/AwOB5CsLmf8DAkP4NzC7jMWBgY/kOZqdzXGCYxCwAZgdwbWB4wH0BwmYVYCkA6QGa/IDtQxmDP9BcBga2CUw/HzAYgpgMrAzsXxUY9oLZXAwMnxkY/oHYXOdvMjSwr/69gIEBALWNIiA1ebeNAAAAAElFTkSuQmCC). Это значит, что по данному ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX////MzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAAAxgQZnAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOA9vYqBgWElAwcDA3sCwx0GBlbv3QYMDHxAzMCgdwFE8hUw8AowcCxgqAZyunZdYAAA/HYJwBQ7cVcAAAAASUVORK5CYII=)невозможно определить соответствующий ключ расшифрования ![d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAOBAMAAAALT/umAAAAKlBMVEX///8MDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAADsB6vSAAAAAXRSTlMAQObYZgAAAFVJREFUCB1jYGBg4NkLJIBgJYSaBaFugCmOC0CK43jWBCBVyuC7gIGB+QoDbwMDA2sAQy9QjDcBrM3XgGEWEwODrwLTDXYGBkYDrkvGQJXHk1YlMAAAo7wQIVm5T90AAAAASUVORK5CYII=). ![E_e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAARBAMAAADAqPqzAAAAMFBMVEX///+Kiop0dHQEBAQwMDBQUFAWFhbm5ubMzMyenp62trZAQEAMDAwiIiJiYmIAAAB2Iha0AAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+2f37vsfGMCA6ycDA8cBCJvvO5DeAGHzJgDpBxA2fwCQ1QBhr5/ADlXBwPDe2x+qgoHhGgPfAogKBgZrBiYGDgiH4yMDOwMfhM0EMn4mhM1iAKQdGN7pASlmBwYGlgcsCtwMDNz3T+/e+7+gX0kdogxIysJZDAxtQINhgO/RCwYA6yIfWhXLtwMAAAAASUVORK5CYII=)является односторонней функцией, а ![d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAOBAMAAAALT/umAAAAKlBMVEX///8MDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAADsB6vSAAAAAXRSTlMAQObYZgAAAFVJREFUCB1jYGBg4NkLJIBgJYSaBaFugCmOC0CK43jWBCBVyuC7gIGB+QoDbwMDA2sAQy9QjDcBrM3XgGEWEwODrwLTDXYGBkYDrkvGQJXHk1YlMAAAo7wQIVm5T90AAAAASUVORK5CYII=) — лазейкой

В этой модели Ева перехватывает открытый ключ ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX////MzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAAAxgQZnAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOA9vYqBgWElAwcDA3sCwx0GBlbv3QYMDHxAzMCgdwFE8hUw8AowcCxgqAZyunZdYAAA/HYJwBQ7cVcAAAAASUVORK5CYII=), посланный Бобом Алисе. Затем создает пару ключей ![e'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA0AAAARBAMAAAD00TuvAAAAMFBMVEX///8MDAzMzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAACR6auHAAAAAXRSTlMAQObYZgAAAFhJREFUCB1jYAABDgUwxcB+AUK/h/KvQrgMEhCaSQBC8xyA0Hwgiu/ObjBvFwMniOYoYHgLotlizjiAaH4wycBg/wDEA/IbGPgUgDTnBoYeEJ9h9ukHQBIAI4gO2fnpGuQAAAAASUVORK5CYII=)и ![d'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAARBAMAAAAf5oCsAAAAKlBMVEX///8MDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAADsB6vSAAAAAXRSTlMAQObYZgAAAGVJREFUCB1jYACDFgjFsAdCM18B0Tx7uQLA/JWcDWB6liKYYrhRDqY5LhgAaY7jWRNA3FIG3wVACqiVtwFIswYw9AIpBt4EhpUg2teAYRYTiFZgusEOpBkNuC4ZA2nm40mrEhgYAJ/mE+NXRNgkAAAAAElFTkSuQmCC), «маскируется» под Боба, посылая Алисе открытый ключ ![e'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA0AAAARBAMAAAD00TuvAAAAMFBMVEX///8MDAzMzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAACR6auHAAAAAXRSTlMAQObYZgAAAFhJREFUCB1jYAABDgUwxcB+AUK/h/KvQrgMEhCaSQBC8xyA0Hwgiu/ObjBvFwMniOYoYHgLotlizjiAaH4wycBg/wDEA/IbGPgUgDTnBoYeEJ9h9ukHQBIAI4gO2fnpGuQAAAAASUVORK5CYII=), который, как думает Алиса, открытый ключ, посланный ей Бобом. Ева перехватывает зашифрованные сообщения от Алисы к Бобу, расшифровывает их с помощью секретного ключа ![d'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAA4AAAARBAMAAAAf5oCsAAAAKlBMVEX///8MDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAADsB6vSAAAAAXRSTlMAQObYZgAAAGVJREFUCB1jYACDFgjFsAdCM18B0Tx7uQLA/JWcDWB6liKYYrhRDqY5LhgAaY7jWRNA3FIG3wVACqiVtwFIswYw9AIpBt4EhpUg2teAYRYTiFZgusEOpBkNuC4ZA2nm40mrEhgYAJ/mE+NXRNgkAAAAAElFTkSuQmCC), заново зашифровывает открытым ключом ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX////MzMzm5uaKiooiIiIWFhYEBASenp5AQEAwMDBiYmJ0dHRQUFC2trYAAAAxgQZnAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOA9vYqBgWElAwcDA3sCwx0GBlbv3QYMDHxAzMCgdwFE8hUw8AowcCxgqAZyunZdYAAA/HYJwBQ7cVcAAAAASUVORK5CYII=)Боба и отправляет сообщение Бобу. Таким образом, никто из участников не догадывается, что есть третье лицо, которое может как просто перехватить сообщение ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///9QUFAMDAyenp4WFha2trZAQEAEBATMzMzm5uYiIiJ0dHQwMDBiYmKKiooAAAADcXHIAAAAAXRSTlMAQObYZgAAAGBJREFUCB1j4LvDt3dl754HDAzc7CcYcjawfmBgeMH/gOEIA4g1wZ6BQZuB14GBgUGKgfMHA4sAkOXLwFfAML9hAgPDVwa2AwyXOB4wMH9gYNrAcJAXaMoBBvYJDDFXGQCaWhhuOtJdRAAAAABJRU5ErkJggg==), так и подменить его на ложное сообщение ![m'](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAARBAMAAADAqPqzAAAAMFBMVEX///9QUFAMDAyenp4WFha2trZAQEAEBATMzMzm5uYiIiJ0dHQwMDBiYmKKiooAAAADcXHIAAAAAXRSTlMAQObYZgAAAIJJREFUCB1jYIAB5gYYi4GBXQDBjkcSl0IIMygj2BwKCDb3BgSbFcjku8O3d2XvngcgUW72Eww5G1g/gNgv+B8wHGGAsCfYMzBoM/A6gMQZpBg4fzCwQBzgy8BXwDC/YQJI/CsD2wGGSxwPgEzmDwxMGxgO8gKZDNwHGNgnMMRcBTIBOqUbDLv9CZQAAAAASUVORK5CYII=).

Ещё одна форма атаки — вычисление закрытого ключа, зная открытый (рисунок ниже). Криптоаналитик знает алгоритм шифрования ![E_e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABUAAAARBAMAAADAqPqzAAAAMFBMVEX///+Kiop0dHQEBAQwMDBQUFAWFhbm5ubMzMyenp62trZAQEAMDAwiIiJiYmIAAAB2Iha0AAAAAXRSTlMAQObYZgAAAItJREFUCB1jYGB4+2f37vsfGMCA6ycDA8cBCJvvO5DeAGHzJgDpBxA2fwCQ1QBhr5/ADlXBwPDe2x+qgoHhGgPfAogKBgZrBiYGDgiH4yMDOwMfhM0EMn4mhM1iAKQdGN7pASlmBwYGlgcsCtwMDNz3T+/e+7+gX0kdogxIysJZDAxtQINhgO/RCwYA6yIfWhXLtwMAAAAASUVORK5CYII=), анализируя его, пытается найти ![D_d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABgAAAARBAMAAAA1VnEDAAAAMFBMVEX///90dHQwMDAEBATm5uZQUFDMzMyenp62traKiooWFhZAQEAMDAwiIiJiYmIAAAAFYLcWAAAAAXRSTlMAQObYZgAAAJVJREFUCB1jYGB4+2f33pUMUMDxnYEhJwDK4fvCwMD+DcrhPQBkfIVymDcAGYegnPwJQMZfKEfegYGB5TeUowOkOX9COdZAmukDAwMj0FQ2kKA/0B62AxABhj1AAT6gqUxAAU4zBoa4V0BTmRUYGKIcGLgF+IHE/dO7lYBi+QxdQKVQIMvw1AHGZpjEsFwAzuGWezoBAHdFIr0gs5W8AAAAAElFTkSuQmCC). Этот процесс упрощается, если криптоаналитик перехватил несколько криптотекстов с, посланных лицом A лицу B.

Большинство криптосистем с открытым ключом основаны на проблеме факторизации больших чисел. К примеру, [RSA](http://ru.wikipedia.org/wiki/RSA)

Рассмотрим алгоритм RSA с практической точки зрения.

Для начала необходимо сгенерировать открытый и секретные ключи:

* Возьмем два больших простых числа p and q.
* Определим n, как результат умножения p on q (n= p\*q).
* Выберем случайное число, которое назовем d. Это число должно быть взаимно простым (не иметь ни одного общего делителя, кроме 1) с результатом умножения (p-1)\*(q-1).
* Определим такое число е, для которого является истинным следующее соотношение (e\*d) mod ((p-1)\*(q-1))=1.
* Hазовем открытым ключем числа e и n, а секретным - d и n.

Для того, чтобы зашифровать данные по открытому ключу {e,n}, необходимо следующее:

* разбить шифруемый текст на блоки, каждый из которых может быть представлен в виде числа M(i)=0,1,2..., n-1( т.е. только до n-1).
* зашифровать текст, рассматриваемый как последовательность чисел M(i) по формуле C(i)=(M(I)^e)mod n.

Чтобы расшифровать эти данные, используя секретный ключ {d,n}, необходимо выполнить следующие вычисления: M(i) = (C(i)^d) mod n. В результате будет получено множество чисел M(i), которые представляют собой исходный текст.

Следующий пример наглядно демонстрирует алгоритм шифрования RSA:

Зашифруем и расшифруем сообщение "САВ" по алгоритму RSA. Для простоты возьмем небольшие числа - это сократит наши расчеты.

* Выберем p=3 and q=11.
* Определим n= 3\*11=33.
* Hайдем (p-1)\*(q-1)=20. Следовательно, d будет равно, например, 3: (d=3).
* Выберем число е по следующей формуле: (e\*3) mod 20=1. Значит е будет равно, например, 7: (e=7).
* Представим шифруемое сообщение как последовательность чисел в диапозоне от 0 до 32 (незабывайте, что кончается на n-1). Буква А =1, В=2, С=3.

Теперь зашифруем сообщение, используя открытый ключ {7,33}

C1 = (3^7) mod 33 = 2187 mod 33 = 9;   
C2 = (1^7) mod 33 = 1 mod 33 = 1;   
C3 = (2^7) mod 33 = 128 mod 33 = 29; 

Теперь расшифруем данные, используя закрытый ключ {3,33}.

M1=(9^3) mod 33 =729 mod 33 = 3(С);   
M2=(1^3) mod 33 =1 mod 33 = 1(А);   
M3=(29^3) mod 33 = 24389 mod 33 = 2(В);   
  
Данные расшифрованы!

**Недостатки**

Недостатки алгоритма несимметричного шифрования в сравнении с симметричным:

* В алгоритм сложнее внести изменения.
* Хотя сообщения надежно шифруются, но получатель и отправитель самим фактом пересылки шифрованного сообщения «засвечиваются».[[8]](http://ru.wikipedia.org/wiki/%D0%9A%D1%80%D0%B8%D0%BF%D1%82%D0%BE%D1%81%D0%B8%D1%81%D1%82%D0%B5%D0%BC%D0%B0_%D1%81_%D0%BE%D1%82%D0%BA%D1%80%D1%8B%D1%82%D1%8B%D0%BC_%D0%BA%D0%BB%D1%8E%D1%87%D0%BE%D0%BC#cite_note-7)[[*уточнить*](http://ru.wikipedia.org/wiki/%D0%92%D0%B8%D0%BA%D0%B8%D0%BF%D0%B5%D0%B4%D0%B8%D1%8F:%D0%90%D0%B2%D1%82%D0%BE%D1%80%D0%B8%D1%82%D0%B5%D1%82%D0%BD%D1%8B%D0%B5_%D0%B8%D1%81%D1%82%D0%BE%D1%87%D0%BD%D0%B8%D0%BA%D0%B8)]
* Более длинные ключи. Ниже приведена таблица, сопоставляющая длину ключа симметричного алгоритма с длиной ключа RSA с аналогичной криптостойкостью:

|  |  |
| --- | --- |
| **Длина симметричного ключа, бит** | **Длина ключа RSA, бит** |
| 56 | 384 |
| 64 | 512 |
| 80 | 768 |
| 112 | 1792 |
| 128 | 2304 |

* Шифрование-расшифрование с использованием пары ключей проходит на два-три порядка медленнее, чем шифрование-расшифрование того же текста симметричным алгоритмом.
* Требуются существенно бо́льшие вычислительные ресурсы, поэтому на практике асимметричные криптосистемы используются в сочетании с другими алгоритмами:
  1. Для [ЭЦП](http://ru.wikipedia.org/wiki/%D0%AD%D0%BB%D0%B5%D0%BA%D1%82%D1%80%D0%BE%D0%BD%D0%BD%D0%B0%D1%8F_%D1%86%D0%B8%D1%84%D1%80%D0%BE%D0%B2%D0%B0%D1%8F_%D0%BF%D0%BE%D0%B4%D0%BF%D0%B8%D1%81%D1%8C) сообщение предварительно подвергается хешированию, а с помощью асимметричного ключа подписывается лишь относительно небольшой результат [хеш-функции](http://ru.wikipedia.org/wiki/%D0%A5%D0%B5%D1%88-%D1%84%D1%83%D0%BD%D0%BA%D1%86%D0%B8%D1%8F).
  2. Для шифрования они используются в форме [гибридных криптосистем](http://ru.wikipedia.org/wiki/%D0%93%D0%B8%D0%B1%D1%80%D0%B8%D0%B4%D0%BD%D0%B0%D1%8F_%D0%BA%D1%80%D0%B8%D0%BF%D1%82%D0%BE%D1%81%D0%B8%D1%81%D1%82%D0%B5%D0%BC%D0%B0), где большие объёмы данных шифруются [симметричным шифром](http://ru.wikipedia.org/wiki/%D0%A1%D0%B8%D0%BC%D0%BC%D0%B5%D1%82%D1%80%D0%B8%D1%87%D0%BD%D1%8B%D0%B5_%D0%BA%D1%80%D0%B8%D0%BF%D1%82%D0%BE%D1%81%D0%B8%D1%81%D1%82%D0%B5%D0%BC%D1%8B) на сеансовом ключе, а с помощью асимметричного шифра передаётся только сам сеансовый ключ.

Пусть есть 3 ключа ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=), ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC), ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=), распределенные так, как показано в таблице.

|  |  |
| --- | --- |
| **Лицо** | **Ключ** |
| Алиса | K_A |
| Боб | K_B |
| Кэрол | K_C |
| Дэйв | K_A, K_B |
| Эллен | K_B, K_C |
| Франк | K_A, K_C |

Тогда Алиса может зашифровать сообщение ключом ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=), а Эллен расшифровать ключами ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC), ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=), Кэрол — зашифровать ключом ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=), а Дэйв расшифровать ключами ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=), ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC). Если Дэйв зашифрует сообщение ключом ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=), то сообщение сможет прочитать Эллен, если ключом ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC), то его сможет прочитать Франк, если же обоими ключами ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=)и ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC), то сообщение прочитает Кэрол. По аналогии действуют и другие участники. Таким образом, если используется одно подмножество ключей для шифрования, то для расшифрования требуются оставшиеся ключи множества. Такую схему можно использовать для n ключей.

|  |  |
| --- | --- |
| **Шифруется ключом** | **Расшифровывается ключом** |
| K_Bи K_C | K_A |
| K_Aи K_C | K_B |
| K_Aи K_B | K_C |
| K_C | K_A, K_B |
| K_A | K_B, K_C |
| K_B | K_A, K_C |

* Теперь можно посылать сообщения группам агентов, не зная заранее состав группы.

Рассмотрим для начала множество, состоящее из трех агентов: Алисы, Боба и Кэрол. Алисе выдаются ключи ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=)и ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC), Бобу — ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC)и ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=), Кэрол — ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=)и ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=). Теперь, если отправляемое сообщение зашифровано ключом ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=), то его сможет прочитать только Алиса, последовательно применяя ключи ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=)и ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC). Если нужно отправить сообщение Бобу, сообщение шифруется ключом ![K_A](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKBJREFUCB1jYGB4+2cXA9f5mwxQwPmDgYE9FcZj4PvOwDAFzmPgNWDgWIDg8m9geIrgMcxvqC1A4r6vzEdSy5DcxZ+AJHs4gBtoNggIADHrFwbWT2AeyEYGlq8MDDJg7tSfQIrtAANDfwMDECywABI8CQwM/BeADE6GPAYG7vvWBez53yYwMMS9uwYUhIMFDI5wNtBIBoY1CC7r5gDO/AcAny4llOm3TG8AAAAASUVORK5CYII=), Кэрол — ключом ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC). Если нужно отправить сообщение и Алисе и Кэрол, то для шифрования используются ключи ![K_B](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAK1JREFUCB1NzK0KwnAUxuEfsg91ut2AeA0LNqtV8A4cE4tlq4LCskWDXS9h2TBEL8BVkyKYRCbiVzD4H7iPAyc87zm8wPW7orzb85/SB9R+IvQ3zFNRNSkuMxo+50wsvLGbYzR0cr/0JoaVu247muiGKLiIWH4g32N2oQ7SE2ox29AAZQ1TD7ApWFARa4SCm5YN2qHpqs5rhnxD8UX6HylENxOIjiMjL6UaBacBP6r9KVAH5VlwAAAAAElFTkSuQmCC)и ![K_C](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABwAAAARBAMAAAA8vdF5AAAAMFBMVEX///8WFhZQUFAMDAx0dHTMzMwwMDDm5uaKioq2traenp5AQEAEBAQiIiJiYmIAAAA31crXAAAAAXRSTlMAQObYZgAAAKZJREFUCB1NzD0PwVAUxvH/4Kq23M7CZ2jsVnYfwNBErHpXg6SzRQcz/Qhmk8RmYTVZGIWI18TgpkHvGU7ye87JAxzfc5z1lu/YT7C6PyEfMP6LUo1CktGbccjENBoog6d+aPzSGXqBcV22XN0N0t9PQFwRFy27jLWC3A2qmu0YAsgvYBRBBUigGIC3Qbw0wd3VlRXeY+esa9IkXUJTZqQHTYPSbyg+Nmwk6gnJBTYAAAAASUVORK5CYII=).

Преимущество этой схемы заключается в том, что для её реализации нужно только одно сообщение и n ключей (в схеме с n агентами). Если передаются индивидуальные сообщения, то есть используются отдельные ключи для каждого агента (всего n ключей) и каждого сообщения, то для передачи сообщений всем различным подмножествам требуется ![2^n-2](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADQAAAAPBAMAAABZ6/G2AAAAMFBMVEX///90dHSKiopQUFAEBAQwMDDMzMwMDAwiIiJiYmK2trbm5uYWFhZAQECenp4AAAABL0dXAAAAAXRSTlMAQObYZgAAAM1JREFUGBljYACBnV2SF8AMVOLtndsMApUMH1BE+e6e3cDANYGhnWG3A1sBitRKBo4CBl4GhvwJTA2cBihSFxjYfjLwX2Dgb+CdwJ6IIvWXgeEHA3sAA0sDRwKrHIpUKQODB0ggH9UwiBq2zyDafgOEh0Iy/wZy2f6hiEE5+Q+ADB4FKI+BIQ0EssHcQyAyCC7DFgoCkSA+qwKQ4FRgWACk0MAkBi4GBkUGhglo4gwMTAIMnAxcJ2dOxpRaM3OmJQPL////FTB0+f///wkAUVwva+BzHoYAAAAASUVORK5CYII=)ключей.

Недостатком такой схемы является то, что необходимо также широковещательно передавать подмножество агентов (список имён может быть внушительным), которым нужно передать сообщение. Иначе каждому из них придется перебирать все комбинации ключей в поисках подходящей. Также агентам придется хранить немалый объём информации о ключах

Размер ключа в алгоритме RSA связан с размером модуля n. Два числа p и q, произведением которых является модуль, должны иметь приблизительно одинаковую длину поскольку в этом случае найти сомножители (факторы) сложнее, чем в случае когда длина чисел значительно различается. Например, если предполагается использовать 768-битный модуль, то каждое число должно иметь длину приблизительно 384 бита. Обратите внимание, что если два числа чрезвычайно близки друг к другу или их разность близка к некоторому предопределенному значению, то возникает потенциальная угроза безопасности, однако такая вероятность – близость двух случайно выбранных чисел – незначительна.